
Appendix

Topgolf Callaway Brands Corp. (“Topgolf Callaway”) recently identified unusual system activity on its computer 
network on August 1, 2023. Upon learning of the incident, Topgolf Callaway initiated an investigation with the 
assistance of external advisors and notified law enforcement. Results from Topgolf Callaway’s investigation into 
this matter indicated that information related to Topgolf Callaway user profiles was affected, which contained the 
personal information of 5,424 Delaware residents, including their name, mailing address, email address, phone 
number, order history, account password, and answers to security questions.

On August 29, 2023, Topgolf Callaway disabled the security questions and reset the user profile password for all 
involved Delaware residents. Topgolf Callaway also emailed notification letters to Delaware residents the same 
day. A copy of the notification letter is enclosed. Topgolf Callaway has established a dedicated, toll-free incident 
response line to answer questions that individuals may have.

To prevent something like this from happening again, Topgolf Callaway has taken a number of additional steps 
to further secure its data, including adding protective security layers around its data, improving security protocols 
that govern access to its systems, and continuing to work with outside experts to enhance the security of its 
systems.








